
NIST RMF Security Control Assessor - Validator (SCA-V) 
and Cybersecurity Engineering Services

 

Expert Security Control Assessor-Validator (SCA-V) and Cybersecurity Engineering services
to comply with the NIST Risk Management Framework (RMF), NIST SP800-171, DFARS,
the Federal Information Security Management Act (FISMA) and other requirements.

CYBERSECURITY ENGINEERING

Assessment and Authorization (A&A) processes.

 Expert consultation on system design, configuration and documentation requirements 
to meet RMF ATO and other cybersecurity standards.

 Best practices to validate that NIST SP 800-53 controls are implemented e�ectively.

SECURITY CONTROL ASSESSMENT - VALIDATION (SCA-V)
Certified assessors to scan, test and validate systems, networks and applications of 
every type for obtaining an Authority to Operate under NIST RMF and FISMA guidelines.

Includes extensive Assessment and Authorization (A&A) support to validate that all
system components are secured in accordance with CNSS requirements.

WHO PERFORMS THE WORK?
Highly-experienced and security-cleared assessors and cybersecurity engineers

Certified personnel (NQV I through III, CISSP, C|EH, CASP, CISSP-ISSEP/ISSAP, etc.)

WHO CAN USE US AND WHY DO YOU NEED US?
Any DoD customer or contractor that has systems or applications with expiring ATOs

Any DoD customer or contractor looking to authorize a system or application for 
the first time 

NETIZEN CORPORATION
Headquarters Location
4905 Tilghman St, Suite 210
Allentown, PA 18104

National Capital Region
2011 Crystal Drive, Suite 400
Arlington, VA 22202

Atlantic South Region
1501 Belle Isle Ave., Suite 200
Mount Pleasant, SC 29564

DUNS: 079130028
CAGE Code: 6ZLR7
EIN: 46-3599053

Service Disabled Veteran Owned | DCAA Compliant | Security Cleared 
Award-Winning Past Performance | ISO 27001:2013 Certified

We provide high-quality support and custom automated tools to help simplify ATOs

Engineers and certified assessors to train sta� and guide them through new RMF 

CONTRACT VEHICLES
Netizen is a PRIME Contractor on the 
Following Vehicles:
• Navy Seaport-e (all 7 geographic zones) & 
Seaport NextGen 

• GSA Schedule 70 (Contract No. GS35F578GA) 
Special Identification Numbers
             • 132-51: IT Professional Services
             • 132-56: Health IT
             • 132-45: Highly Adaptive Cybersecurity  
                                Services (HACS)

• OTA Member: Consortium for Command, 
Control, and Communications in Cyberspace 
(C5), System of Systems Consortium (SOSSEC),
Information Warfare Research Project (IWRP)

SIMPLIFIED ACQUISITION
Netizen is a VA CVE Verified SDVOSB Eligible For:
• Sole Source Direct Award per FAR 19.1406

• SDVOSB Set-Aside per FAR 19.1405

NAICS CODES
541519, 541511, 541512, 541611, 518210, 
541330, 541430, 611420, 561410, 541513

DOING BUSINESS 
WITH NETIZEN


